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• The Managed BYOD booklet contains a 

range of information that will answer 

many of the questions that you may have 

about the program. It is available online 

at http://www.bhs.vic.edu.au/  under 

Curriculum → Handbooks 

• Our program offers three supported 

devices purchased from our supplier 

panel (JB Hi-Fi Education Solutions). 

• Devices are anticipated to have a three-

year life span which will see students 

through Years 7 to 9. However, devices 

usually last longer if cared for correctly. 

• JB Hi-Fi Education Solutions has a solid 

history of delivering successful notebook 

programs across a number of vendors. 

Their programs are based on 19 years of 

experience working in schools and have 

been developed by refining their 

practices to ensure students receive an 

enriching and rewarding learning 

experience. 

http://www.bhs.vic.edu.au/


 

 
 

Devices 

Make and Model Lenovo 500W Lenovo ThinkPad L13 Gen 3 Lenovo ThinkPad L13 Gen 3 

Processor Type 

and Speed 

Intel Pentium N6000 (up to 

3.3GHz) 

Intel Core i3-1215U (Up to 

4.40GHz) 

Intel Core i5-1235U (Up to 

4.4GHz) 

Screen Size 11.6-inch 1366x768 

Touchscreen IPS HD Display with 

Cornering Gorilla Glass 

13.3 Inch WUXGA ARAS 

Touch (1920 x 1200) 

13.3 Inch WUXGA ARAS 

Touch (1920 x 1200) 

Memory 8GB DDR4 RAM 8GB DDR4 3200Mz SODIMM 16GB DDR4 3200Mz SODIMM 

Hard Drive 256GB SSD 256GB m.2 NVMe SSD 256GB m.2 NVMe SSD 

Wireless Intel AX201 11ax, 2x2 + BT5.2 Intel Wi-Fi 6E AX201 (2x2, 

802.11ax) + Bluetooth 

Intel Wi-Fi 6E AX201 (2x2, 

802.11ax) + Bluetooth 

Webcam Yes Front and Rear Yes Front and Rear Yes Front and Rear 

Operating 

System 

Windows 11 Pro National 

Academic Operating System 

Windows 11 Pro National 

Academic Operating System 

Windows 11 Pro National 

Academic Operating System 

Prices $954.52 $1293.84 $1503.84 

 

 

Case Options Price INC GST 

Per Unit 

STM Ace Vertical Impact Bag  $41.80 

  



 

 
 

Belmont High School ICT Acceptable Use Agreement 
 

Part A – School Responsibilities: 

Belmont High School uses internet and digital technologies as teaching and learning tools. We see 

the internet and digital technologies as valuable resources, but acknowledge they must be used 

responsibly.  

Your child has been asked to agree to the following Acceptable Use Agreement, to use internet, 

desktop, BYOD and mobile technologies responsibly at school. Parents/carers should be aware that 

the nature of the internet is such that full protection from inappropriate content can never be 

guaranteed.  

At Belmont High School we:  

• Have policies in place that outline the values of the school and expected behaviours when 
students use digital technology and the internet. 

• Provide a filtered internet service. 

• Provide access to the Department of Education and Training’s Search Engine Connect 
www.education.vic.gov.au/secondary which can be used to direct students to websites that 
have been teacher recommended and reviewed. 

• Provide supervision and direction in online activities and when using digital technologies for 
learning in the classroom. 

• Support students in developing digital literacy skills. 

• Have a cyber-safety program which is reinforced across the school. 

• Use mobile technologies for educational purposes. (e.g. podcasts or photos from excursions)  

• Provide support to parents/carers through information. 

• Work with students to outline and reinforce the expected behaviours online. 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
It is imperative that students read the Acceptable Use Agreement, and understand the expectations 
while using Digital Technologies. 
The Acceptable Use Agreement must be signed and provided to the school before the device will be 
issued or used. 

http://www.education.vic.gov.au/secondary


 

 
 

Part B - Student Agreement 

When I use digital technology* I agree to:  

• Be a safe, responsible and ethical user whenever and wherever I use it. 

• Support others by being respectful in how I communicate with them and never write or 
participate in cyber bullying. (this includes forwarding messages and supporting others in 
harmful, inappropriate or malicious online behaviour)  

• Talk to a teacher, parents, technician, counsellor or nurse if I feel uncomfortable or unsafe 
online or see others participating in unsafe, inappropriate or hurtful online behaviour. 

• Seek to understand the terms and conditions of websites and online communities, and be 
aware that content I upload or post is my digital footprint, and is often viewed as a personal 
reflection of who I am. 

• Protect my privacy rights and those of other students by not giving out personal details 
including full names, telephone numbers, passwords, addresses and images. 

• Use the internet for educational purposes, and use the computer equipment in a safe and 
respectful manner. 

• Use social networking sites for educational purposes and only as directed by teachers. 

• Abide by copyright procedures when using content on websites. (request permission to use 
images, text, audio and video* and cite references where necessary) 

• Think critically about other users’ intellectual property and how I use content posted on the 
internet. 

• Not interfere with network security, the data of another user, or attempt to log into the 
network with a user name or password of another student. 

• Not reveal my password to anyone except the system administrator or the teacher. 

• Not bring or download unauthorised programs, including games, to the school or run them 
on school computers. 

• Not deliberately enter or remain in any site that has obscene language or offensive content 
e.g. racist material or violent images. 

• Not use the school name, motto, crest, logo and/or uniform in any way which would result 
in a negative impact for the school and its community. 

• Uphold the values of Belmont High School in my online presence. 

• Not post photos of either myself and/or other students which clearly identify me/them as a 
member of the Belmont High School community, nor post photos taken during any school 
sanctioned activity. This includes off campus events such as sports days and camps. Students 
and parents must not take photographs or otherwise record members of the school 
community (other than themselves or their own child) and/or post to the internet without 
the written permission of the person photographed. Members of the school community also 
have a responsibility to ensure that all online communications are in keeping with the 
schools expectations in relation to appropriate and respectful interactions with teaching and 
non-teaching staff.  

• Not post inappropriate comments about individual staff members which, if said in person, 

would result in disciplinary action being taken. 

• Handle ICT devices with care (both School owned and BYOD). 

• Use School servers for school work, and understand that files stored on the server are not 

private. 

• Understand that Belmont High School teachers and technicians may issue random searches 

throughout the content on my BYOD and may use information as supporting evidence if 

required to resolve issues. 



 

 
 

• Not change computer settings that block network access to Teachers or Network 

Administrators 

• Not remove school monitoring software or software supplied by Belmont High School. 

• Keep Prohibited software / content off my device or the school network and computers. 

• Allow technicians to delete or remove files on my computer or network drives that are 

deemed inappropriate (e.g, games, music) 

• Notify my teacher or IT staff immediately when I notice damage to computers. 

• Return the computer to have the DET software licences removed when leaving Belmont High 

School and using a BYOD. Failure to complete this action will result in the computer being 

unusable within a certain time frame. 

• Only use computers purchased from the recommended supplier or computers supplied by 

Belmont High School on the Belmont High School network. 

• Have my device confiscated and detained during school hours, if the use of my device causes 

disruption to the normal school routine through activities which breach the acceptable use 

agreement. 

• Understand The Acceptable Use Agreement may change at any time. 

When I use my mobile phone, iPod or other mobile device I agree to: 

• Keep the device on silent during class times and only make or answer calls and messages 
outside of lesson times – except for approved learning purposes 

• Respect others, and communicate in a supportive manner, never verbally or in writing 
participate in bulling. 

• Protect the privacy of others and never post or forward private information about another 
person using Short Message Service (SMS) 

• Only take photos and record sound or video when it is part of an approved lesson 

• Seek permission from individuals involved before taking photos, recording sound or videoing 
them (including teachers) 

• Seek appropriate (written) permission from individuals involved before publishing or 
sending photos, recorded sound or video to anyone else or to any online space 

• Be respectful in the photos I take or video I capture and never use these as a tool for 
bullying. 

 

This Acceptable Use Agreement also applies during school excursions, camps and extra-curricula 

activities. 

*Videos from the Belmont High School Library Access-it Catalog - The videos have been copied and 

communicated to you by or on behalf of Belmont High School pursuant to Part VA of the Copyright 

Act 1968 (the Act). The material in this communication may be subject to copyright under the Act. 

Any further copying or communication of this material by you may be the subject of copyright or 

performers protection under the Act. 

 

 

 

 



 

 
 

*Definition of Digital Technologies 

This Acceptable Use Agreement applies to digital technologies, social media tools and learning 
environments established by our school or accessed using school owned networks or systems, 
including (although are not limited to): 

 

• School owned ICT devices (e.g. desktops, laptops, printers, scanners, co-contribution) 

• Student owned ICT devices (e.g. BYOD) 

• Mobile phones (e.g. SMS, MMS, iChat) 

• Email and instant messaging (Snapchat, Viber, Kik) 

• Internet and Intranet 

• Social networking sites (e.g. Facebook)  

• Video and photo sharing websites (e.g. Picasa, YouTube)  

• Blogs 

• Micro-blogs (e.g. Twitter)  

• Forums, discussion boards and groups (e.g. Google groups, Whirlpool)  

• Wikis (e.g. Wikipedia)  

• Vodcasts and podcasts  

• Video conferences and web conferencing  
 

Belmont High School’s policy on games: 

 

Legally obtained games are permitted on student owned devices (BYOD) & school leased devices 

only . However, games are not to be played during class time. All other times (Recess, Lunchtime, 

before and after school is permitted). It is however expected that the device be available for school 

use at all times of the day. Playing games can decrease battery life dramatically. 

Games made during class time (E.g. Game Development, Software development) and any teacher 

instructed / approved are permitted at all times. 

 

Belmont High School will not be held responsible for any damage / loss / data loss of the unit. 

The owner has full responsibility for the content and how the device is used. 

If the user breaks this Acceptable Use Agreement, access to the Belmont High School network can be 

revoked without warning and disciplinary action taken. 

If you have any questions about the Acceptable Use Agreement, please see IT, or Principals. 


